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# Introduction

The Credential Security Support Provider (CredSSP) Protocol enables an application to securely delegate a user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) from a client to a target server. This protocol first establishes an encrypted channel between the client and the target server by using [**Transport Layer Security (TLS)**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) (as specified in [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324)). The CredSSP Protocol uses TLS as an encrypted pipe; it does not rely on the client/server authentication services that are available in TLS. The CredSSP Protocol then uses the protocol extensions described in [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a) to negotiate a [**Generic Security Services (GSS)**](#gt_95f6b299-ec2f-4cef-87df-217f95bd9e14) mechanism that performs [**mutual authentication**](#gt_a1ceb3d8-d582-4370-8e4e-baac5b20bfe3) and GSS confidentiality services to securely bind to the TLS channel and encrypt the credentials for the target server. All GSS security tokens are sent over the encrypted TLS channel.

Sections 1.5, 1.8, 1.9, 2, and 3 of this specification are normative. All other sections and examples in this specification are informative.

## Glossary

This document uses the following terms:

**application protocol**: A network protocol that operates in the application layer at the top of the OSI model. It visibly accomplishes the task that the user or other agent wants to perform. This is distinguished from all manner of support protocols: from Ethernet or IP at the bottom to security and routing protocols. While necessary, these are not always visible to the user. Application protocols include, for instance, HTTP and Server Message Block (SMB).

**certification authority (CA)**: A third party that issues public key certificates. Certificates serve to bind public keys to a user identity. Each user and certification authority (CA) can decide whether to trust another user or CA for a specific purpose, and whether this trust is to be transitive. For more information, see [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414).

**credential**: Previously established, authentication data that is used by a security principal to establish its own identity. When used in reference to the Netlogon Protocol, it is the data that is stored in the NETLOGON\_CREDENTIAL structure.

**CredSSP client**: Any application that executes the role of the client to authenticate the identity of a user at the network layer to the server by using the CredSSP Protocol.

**CredSSP server**: Any application that executes the role of the server to authenticate the identity of a user at the network layer to the server by using the CredSSP Protocol.

**domain**: A set of users and computers sharing a common namespace and management infrastructure. At least one computer member of the set has to act as a domain controller (DC) and host a member list that identifies all members of the domain, as well as optionally hosting the Active Directory service. The domain controller provides authentication of members, creating a unit of trust for its members. Each domain has an identifier that is shared among its members. For more information, see [[MS-AUTHSOD]](%5bMS-AUTHSOD%5d.pdf#Section_953d700a57cb4cf7b0c3a64f34581cc9) section 1.1.1.5 and [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a).

**Generic Security Services (GSS)**: An Internet standard, as described in [[RFC2743]](https://go.microsoft.com/fwlink/?LinkId=90378), for providing security services to applications. It consists of an application programming interface (GSS-API) set, as well as standards that describe the structure of the security data.

**Kerberos**: An authentication system that enables two parties to exchange private information across an otherwise open network by assigning a unique key (called a ticket) to each user that logs on to the network and then embedding these tickets into messages sent by the users. For more information, see [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9).

**man in the middle (MITM)**: An attack that deceives a server or client into accepting an unauthorized upstream host as the actual legitimate host. Instead, the upstream host is an attacker's host that is manipulating the network so that the attacker's host appears to be the desired destination. This enables the attacker to decrypt and access all network traffic that would go to the legitimate host. The attacker is able to read, insert, and modify at-will messages between two hosts without either party knowing that the link between them is compromised.

**mutual authentication**: A mode in which each party verifies the identity of the other party, as described in [[RFC3748]](https://go.microsoft.com/fwlink/?LinkId=90444) section 7.2.1.

**NT LAN Manager (NTLM) Authentication Protocol**: A protocol using a challenge-response mechanism for authentication in which clients are able to verify their identities without sending a password to the server. It consists of three messages, commonly referred to as Type 1 (negotiation), Type 2 (challenge) and Type 3 (authentication).

**NTOWF**: In the context of an NTLM authentication, a NT LAN Manager (NT) one-way function (OWF) used to create a hash based on the user's password to generate a principal's secret key. The NTLM hash superseded the LAN Manager (LM) hash.

**OCTET STRING**: An ASN.1 variable-length sequence of 8-bit values to which a variety of data types and formats can be encoded for transmission. The encoding rules follow Basic Encoding Rules (BER), and optional Canonical Encoding Rules (CER) or Distinguished Encoding Rules (DER) restrictions on BER. Values have 2 possible forms: binary or hexadecimal. The representation in octets of values of identifiers, lengths, and contents of integers shown in hexadecimal have two hexadecimal digits per octet. The values of the contents of character strings shown in hexadecimal have one character per octet.

**public key infrastructure (PKI)**: The laws, policies, standards, and software that regulate or manipulate certificates and public and private keys. In practice, it is a system of digital certificates, [**certificate authorities (CAs)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), and other registration authorities that verify and authenticate the validity of each party involved in an electronic transaction. For more information, see [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590) section 6.

**security protocol**: A protocol that performs authentication and possibly additional security services on a network.

**service principal name (SPN)**: The name a client uses to identify a service for mutual authentication. (For more information, see [[RFC1964]](https://go.microsoft.com/fwlink/?LinkId=90304) section 2.1.1.) An [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) consists of either two parts or three parts, each separated by a forward slash ('/'). The first part is the service class, the second part is the host name, and the third part (if present) is the service name. For example, "ldap/dc-01.fabrikam.com/fabrikam.com" is a three-part [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) where "ldap" is the service class name, "dc-01.fabrikam.com" is the host name, and "fabrikam.com" is the service name. See [[SPNNAMES]](https://go.microsoft.com/fwlink/?LinkId=90532) for more information about [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) format and composing a unique [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4).

**Simple and Protected GSS-API Negotiation Mechanism (SPNEGO)**: An authentication mechanism that allows [**Generic Security Services (GSS)**](#gt_95f6b299-ec2f-4cef-87df-217f95bd9e14) peers to determine whether their credentials support a common set of GSS-API security mechanisms, to negotiate different options within a given security mechanism or different options from several security mechanisms, to select a service, and to establish a security context among themselves using that service. [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) is specified in [[RFC4178]](https://go.microsoft.com/fwlink/?LinkId=90461).

**Transport Layer Security (TLS)**: A security protocol that supports confidentiality and integrity of messages in client and server applications communicating over open networks. TLS supports server and, optionally, client authentication by using X.509 certificates (as specified in [X509]). TLS is standardized in the IETF TLS working group.

**trust**: To accept another authority's statements for the purposes of authentication and authorization, especially in the case of a relationship between two domains. If [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A trusts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B, [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A accepts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B's authentication and authorization statements for principals represented by security principal objects in [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B; for example, the list of groups to which a particular user belongs. As a noun, a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) is the relationship between two [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) described in the previous sentence.

**Unicode string**: A Unicode 8-bit string is an ordered sequence of 8-bit units, a Unicode 16-bit string is an ordered sequence of 16-bit code units, and a Unicode 32-bit string is an ordered sequence of 32-bit code units. In some cases, it could be acceptable not to terminate with a terminating null character. Unless otherwise specified, all [**Unicode strings**](#gt_b069acb4-e364-453e-ac83-42d469bb339e) follow the UTF-16LE encoding scheme with no Byte Order Mark (BOM).

**MAY, SHOULD, MUST, SHOULD NOT, MUST NOT:** These terms (in all caps) are used as defined in [[RFC2119]](https://go.microsoft.com/fwlink/?LinkId=90317). All statements of optional behavior use either MAY, SHOULD, or SHOULD NOT.
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## Overview

The Credential Security Support Provider (CredSSP) Protocol enables an application to securely delegate a user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) from a client to a target server. For example, the Microsoft Terminal Server uses the CredSSP Protocol to securely delegate the user's password or smart card PIN from the client to the server to remotely log on the user and establish a terminal services session.

Policy settings control whether a client delegates the user's credentials in order to assure that the user's credentials are not delegated to an unauthorized server (a computer under the administrative control of an attacker). Although [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) might exist to facilitate authentication between the client and server, it does not mean that the target server is trusted with the user's credentials. For example, trust might be based on the [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) Protocol [[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458) or [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585) [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4).

The CredSSP Protocol is a composite protocol that relies on other standards-based [**security protocols**](#gt_34425e1f-c291-4074-850c-ed13ae1509a7). It first uses the [**Transport Layer Security (TLS) Protocol**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) to establish an encrypted channel between the [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) and the [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526). (The client is anonymous at this point; the client and the server might have no common trusted [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) root.)

All subsequent messages are sent over this channel. The CredSSP Protocol then uses the Simple and Protected Generic Security Service Application Program Interface Negotiation Mechanism ([**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838)) to authenticate the user and server in the encrypted TLS session. (SPNEGO is specified in [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a).)

SPNEGO provides a framework for two parties that are engaged in authentication to select from a set of possible authentication mechanisms. This framework provides selection in a manner that preserves the opaque nature of the security protocols to the [**application protocol**](#gt_7379f061-40b0-4919-9042-3f338e4db77f) that uses SPNEGO. In this case, the CredSSP Protocol is the application protocol that uses SPNEGO.

The CredSSP Protocol uses SPNEGO to mutually authenticate the CredSSP client and CredSSP server. It then uses the encryption key that is established under SPNEGO to securely bind to the TLS session (the process by which the server's public key that is used in the TLS handshake is authenticated). The client encrypts a hash of the server's public key by using the encryption key that is established under SPNEGO and sends it to the server. The server verifies that it is the same public key that was used in the TLS handshake and sends an acknowledgment (also encrypted under the SPNEGO encryption key) back to the client. (For more information about this step, see section [3.1.1](#Section_3cd79cfcfc9d481fb4beaee5eaf494aa).) Lastly, the client sends the user's credentials, which are encrypted under the SPNEGO encryption key, to the server.

All subsequent data that is sent between the client and server application by using the CredSSP Protocol is encrypted under TLS. The only new on-the-wire formats that are introduced by the CredSSP Protocol are the encapsulation of the SPNEGO tokens sent over the TLS channel, the binding between the TLS and SPNEGO protocols, and the format of the user credentials.

## Relationship to Other Protocols

The CredSSP Protocol uses the [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) Protocol, as specified in [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324), to encrypt all traffic between the [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) and the [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526). The TLS Protocol requires a reliable transport, such as TCP (as specified in [[RFC793]](https://go.microsoft.com/fwlink/?LinkId=150872)), for all messages that are exchanged between the client and the server.

The CredSSP Protocol typically uses [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a) for [**mutual authentication**](#gt_a1ceb3d8-d582-4370-8e4e-baac5b20bfe3) between the CredSSP client and CredSSP server and can use [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) and [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585) [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4). SPNEGO requires that at least one other authentication protocol be present that is compatible with [**Generic Security Services (GSS)**](#gt_95f6b299-ec2f-4cef-87df-217f95bd9e14) [[RFC2078]](https://go.microsoft.com/fwlink/?LinkId=90312) (in addition to SPNEGO itself); otherwise, SPNEGO will not work. SPNEGO has no dependence on any specific GSS-compatible protocols; however, the Kerberos Protocol [MS-KILE] is typically used.[<1>](#Appendix_A_1" \o "Product behavior note 1)

The Remote Desktop Protocol (RDP) uses the CredSSP Protocol to delegate [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) from the RDP client to the RDP server and to encrypt all data that follows by using the TLS channel that is established as part of the CredSSP Protocol.

## Prerequisites/Preconditions

The CredSSP Protocol assumes the following:

* The [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) has access to the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) (the CredSSP Protocol delegates these credentials to the [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526)).[<2>](#Appendix_A_2" \o "Product behavior note 2)
* A source of cryptographically useful random numbers MUST be available on the client and server for generating a nonce that is used by the [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) Protocol as well as the client/server identity validation.
* The CredSSP server has an X.509 certificate (as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414)) for use in TLS. The certificate can be self-signed or issued by a third-party [**certification authority**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The CredSSP Protocol does not assume a common certification authority root between the client and the server.
* The CredSSP Protocol uses the [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) protocol for mutual client/server authentication; at least one other GSS-compatible authentication protocol, in addition to the CredSSP Protocol, MUST be present for it to work.[<3>](#Appendix_A_3" \o "Product behavior note 3)

## Applicability Statement

The CredSSP protocol delegates the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) from a client to a server over a [**mutually authenticated**](#gt_a1ceb3d8-d582-4370-8e4e-baac5b20bfe3) encrypted channel. To avoid revealing the user credentials to unauthorized hosts, the [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) delegates only to [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) servers, as expressed through the security policy that governs the client's computer. The CredSSP protocol was designed to enable the server to impersonate the client across a number of different applications that require the user's long-lived credentials (password).

## Versioning and Capability Negotiation

Versioning and capability negotiation are supported in the CredSSP Protocol as follows:

* Protocol versions: The CredSSP Protocol supports versioning (the version field of the TSRequest structure, section [2.2.1](#Section_6aac4dea08ef47a6874722ea7f6d8685)).
* Security and authentication methods: The CredSSP Protocol uses the [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) protocol to negotiate the underlying authentication mechanism. Similarly, the CredSSP Protocol relies on the [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) Protocol to negotiate the cryptographic algorithms that are used for channel confidentiality and integrity.
* Localization: The CredSSP Protocol is not localization dependent.

## Vendor-Extensible Fields

The CredSSP Protocol does not have any vendor-extensible fields.

## Standards Assignments

The CredSSP Protocol does not have any standards assignments. Standards assignments for the [**Simple and Protected GSS-API Negotiation Mechanism (SPNEGO)**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838), [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe), [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585), and [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) Protocols are specified in [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a) section 1.9, [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) section 1.9, [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 1.9, and [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324) section G, respectively.

# Messages

## Transport

Because the CredSSP Protocol uses TLS, all messages exchanged between the client and server SHOULD[<4>](#Appendix_A_4" \o "Product behavior note 4) be transmitted over a reliable transport protocol, such as TCP (as specified in [[RFC793]](https://go.microsoft.com/fwlink/?LinkId=150872)).

## Message Syntax

The CredSSP Protocol introduces the **TSRequest** message, section [2.2.1](#Section_6aac4dea08ef47a6874722ea7f6d8685). The client and server use this message to encapsulate the [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) tokens and **TSCredentials** message, section [2.2.1.2](#Section_94a1ab00550042fd8d3d7a84e6c2cf03), that the client SHOULD[<5>](#Appendix_A_5" \o "Product behavior note 5) use to delegate the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) to the [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526) over a [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) connection. These messages are encoded by using ASN.1 (as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593)) and Distinguished Encoding Rules (DER).[<6>](#Appendix_A_6" \o "Product behavior note 6)

### TSRequest

The **TSRequest** structure is the top-most structure used by the [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) and [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526). It contains the [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) tokens and MAY[<7>](#Appendix_A_7" \o "Product behavior note 7) contain [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe)/[**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585) messages that are passed between the client and server, and either the public key authentication messages that are used to bind to the [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) session or the client [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) that are delegated to the server. The **TSRequest** message is always sent over the TLS-encrypted channel between the client and server in a CredSSP Protocol exchange (see step 1 in section [3.1.5](#Section_385a7489d46b464cb224f7340e308a5c)).[<8>](#Appendix_A_8" \o "Product behavior note 8)[<9>](#Appendix_A_9" \o "Product behavior note 9)

1. TSRequest ::= SEQUENCE {
2. version [0] INTEGER,
3. negoTokens [1] NegoData OPTIONAL,
4. authInfo [2] OCTET STRING OPTIONAL,
5. pubKeyAuth [3] OCTET STRING OPTIONAL,
6. errorCode [4] INTEGER OPTIONAL,
7. clientNonce [5] OCTET STRING OPTIONAL
8. }

**version:** An unsigned integer encoded as an ASN.1 INTEGER that specifies the supported version of the CredSSP Protocol. Valid values for this field are 2, 3, 4, 5, and 6.[<10>](#Appendix_A_10" \o "Product behavior note 10) If the version received is greater than the implementation understands, treat the peer as one that is compatible with the version of the CredSSP Protocol that the implementation understands.

**negoTokens:** A **NegoData** structure, as defined in section [2.2.1.1](#Section_9664994d07844659b85b83b8d54c2336), that contains the SPNEGO tokens or Kerberos/NTLM messages that are passed between the client and server.

**authInfo:** A **TSCredentials** structure, as defined in section [2.2.1.2](#Section_94a1ab00550042fd8d3d7a84e6c2cf03), encoded as an ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) that contains the user's credentials that are delegated to the server. The **authInfo** field MUST be encrypted under the encryption key that is negotiated under the SPNEGO package. The **authInfo** field carries the message signature and then the encrypted data.

**pubKeyAuth:** An encrypted public key encoded as an ASN.1 OCTET STRING. This field is used to assure that the public key that is used by the server during the TLS handshake belongs to the target server and not to a [**man-in-the-middle**](#gt_9918372c-45a0-4f70-b53f-06972f29318e). This TLS session-binding is specified in section 3.1.5. After the client completes the SPNEGO phase of the CredSSP Protocol, it uses **GSS\_WrapEx()** for the negotiated protocol to encrypt the server's public key. With version 4 or lower, the **pubKeyAuth** field carries the message signature and then the encrypted public key to the server. In response, the server uses the **pubKeyAuth** field to transmit to the client a modified version of the public key (as specified in section 3.1.5) that is encrypted under the encryption key that is negotiated under SPNEGO. In version 5 or higher, this field stores a computed hash of the public key.[<11>](#Appendix_A_11" \o "Product behavior note 11)

**errorCode**: A 32-bit value encoded as an ASN.1 INTEGER. If the negotiated protocol version is 3, 4, or 6, and the SPNEGO exchange fails on the server, this field SHOULD[<12>](#Appendix_A_12" \o "Product behavior note 12) be used to send the NTSTATUS failure code ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3) to the client so that it knows what failed and be able to display a descriptive error to the user.

**clientNonce**: A 32-byte array of cryptographically random bytes encoded as an ASN.1 OCTET STRING used to provide sufficient entropy during hash computation. This value is only used in version 5 or higher of this protocol.

#### NegoData

The **NegoData** structure contains the [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) tokens ([[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a) section 2), the [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) messages ([[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) section 2), or the [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585) messages ([[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 2).[<13>](#Appendix_A_13" \o "Product behavior note 13)

1. NegoData ::= SEQUENCE OF SEQUENCE {
2. negoToken [0] OCTET STRING
3. }

**negoToken:** An ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) that contains one or more SPNEGO tokens and all Kerberos or NTLM messages, as negotiated by SPNEGO.

#### TSCredentials

The **TSCredentials** structure contains both the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) that are delegated to the server and their type.[<14>](#Appendix_A_14" \o "Product behavior note 14)

1. TSCredentials ::= SEQUENCE {
2. credType [0] INTEGER,
3. credentials [1] OCTET STRING
4. }

**credType:** An unsigned integer encoded as an ASN.1 INTEGER that defines the type of credentials that are carried in the **credentials** field. The **credType** field MUST be one of the following values.

| Value | Meaning |
| --- | --- |
| 1 | **credentials** contains a **TSPasswordCreds** structure (section [2.2.1.2.1](#Section_17773cc421e94a75a0dd72706b174fe5)) that defines the user's password credentials. |
| 2 | **credentials** contains a **TSSmartCardCreds** structure (section [2.2.1.2.2](#Section_4251d165cf014513a5d839ee4a98b7a4)) that defines the user's smart card credentials. |
| 6 | **credentials** contains a **TSRemoteGuardCreds** structure (section [2.2.1.2.3](#Section_7ef8229c44ea4c1b867f00369b882b38)) that defines the user's redirected credentials. |

**credentials**: An ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) that contains the user's password, smart card credentials, or Remote Credential Guard credentials in a TSPasswordCreds structure, a TSSmartCardCreds structure, or a TSRemoteGuardCreds structure, respectively.

##### TSPasswordCreds

The **TSPasswordCreds** structure contains the user's password [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) that are delegated to the server.[<15>](#Appendix_A_15" \o "Product behavior note 15)

1. TSPasswordCreds ::= SEQUENCE {
2. domainName [0] OCTET STRING,
3. userName [1] OCTET STRING,
4. password [2] OCTET STRING
5. }

**domainName:** An ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) that contains the name of the user's account [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**userName:** An ASN.1 OCTET STRING that contains the user's account name.

**password:** An ASN.1OCTET STRING that contains the user's account password.

##### TSSmartCardCreds

The **TSSmartCardCreds** structure contains the user's smart card [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) that are delegated to the server.[<16>](#Appendix_A_16" \o "Product behavior note 16)

1. TSSmartCardCreds ::= SEQUENCE {
2. pin [0] OCTET STRING,
3. cspData [1] TSCspDataDetail,
4. userHint [2] OCTET STRING OPTIONAL,
5. domainHint [3] OCTET STRING OPTIONAL
6. }

**pin:** An ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) that contains the user's smart card PIN.

**cspData:** A **TSCspDataDetail** structure, section [2.2.1.2.2.1](#Section_34ee27b3579143bb9201076054b58123) that contains information about the cryptographic service provider (CSP).

**userHint:** An ASN.1 OCTET STRING that contains the user's account hint.

**domainHint:** An ASN.1 OCTET STRING that contains the user's [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) name to which the user's account belongs. This name could be entered by the user when the user is first prompted for the PIN.

###### TSCspDataDetail

The **TSCspDataDetail** structure contains CSP information used during smart card logon.[<17>](#Appendix_A_17" \o "Product behavior note 17)

1. TSCspDataDetail ::= SEQUENCE {
2. keySpec [0] INTEGER,
3. cardName [1] OCTET STRING OPTIONAL,
4. readerName [2] OCTET STRING OPTIONAL,
5. containerName [3] OCTET STRING OPTIONAL,
6. cspName [4] OCTET STRING OPTIONAL
7. }

**keySpec:** An unsigned integer encoded as an ASN.1 INTEGER that defines the specification of the user's smart card.

**cardName:** An ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) that specifies the name of the smart card.

**readerName:** An ASN.1 OCTET STRING that specifies the name of the smart card reader.

**containerName:** An ASN.1 OCTET STRING that specifies the name of the certificate container.

**cspName:** An ASN.1 OCTET STRING that specifies the name of the CSP.

##### TSRemoteGuardCreds

The **TSRemoteGuardCreds** structure SHOULD[<18>](#Appendix_A_18" \o "Product behavior note 18) contain a logon credential and supplemental credentials provided by security packages. The format of the individual credentials depends on the package that provided them.[<19>](#Appendix_A_19" \o "Product behavior note 19) The logon credential is passed to the **Negotiate** package, which in turn passes the credential to the default authentication package.

1. TSRemoteGuardCreds ::= SEQUENCE{
2. logonCred [0] TSRemoteGuardPackageCred,
3. supplementalCreds [1] SEQUENCE OF TSRemoteGuardPackageCred OPTIONAL,
4. }

**logonCred:** A **TSRemoteGuardPackageCred** structure, section [2.2.1.2.3.1](#Section_173eee441a2c463fb909c15db01e68d7), that contains a logon credential for the user.

**supplementalCreds:** An ASN.1 SEQUENCE OF type that contains an array of **TSRemoteGuardPackageCred** structures that contains supplemental credentials for other security packages.

###### TSRemoteGuardPackageCred

The **TSRemoteGuardPackageCred** structure contains credentials for a specific security package.[<20>](#Appendix_A_20" \o "Product behavior note 20)

1. TSRemoteGuardPackageCred ::= SEQUENCE{
2. packageName [0] OCTET STRING,
3. credBuffer [1] OCTET STRING,
4. }

**packageName:** An ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) that contains the name of the package for which these credentials are intended.[<21>](#Appendix_A_21" \o "Product behavior note 21)

**credBuffer:** An ASN.1 OCTET STRING byte buffer that contains the credentials in a format that SHOULD[<22>](#Appendix_A_22" \o "Product behavior note 22) be specified by the CredSSP server operating system for the package that provided them.

# Protocol Details

## Common Details

### Abstract Data Model

This section describes a conceptual model of possible data organization that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

The CredSSP Protocol SHOULD[<23>](#Appendix_A_23" \o "Product behavior note 23) require the client to perform a policy check to verify that the target server is [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) to receive the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8).

### Timers

None.

### Initialization

There are no changes to the initialization of [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a), [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe), [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585), and [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838), as specified in [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324), [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9), [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4), and [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a), respectively.

### Higher-Layer Triggered Events

The CredSSP Protocol is triggered by a higher-layer [**application protocol**](#gt_7379f061-40b0-4919-9042-3f338e4db77f), such as RDP, for delegating the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) to the target server.

### Processing Events and Sequencing Rules

The CredSSP Protocol is carried out in the following sequence and is subject to the protocol rules that are described in the following steps:

1. The [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) and [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526) first complete the [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) handshake, as specified in [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324). After the handshake is complete, all subsequent CredSSP Protocol messages are encrypted by the TLS channel. The CredSSP Protocol does not extend the TLS wire protocol. TLS session resumption is not supported. As part of the TLS handshake, the CredSSP server does not request the client's X.509 certificate (thus far, the client is anonymous). Also, the CredSSP Protocol does not require the client to have a commonly [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**certification authority**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) root with the CredSSP server. Thus, the CredSSP server SHOULD[<24>](#Appendix_A_24" \o "Product behavior note 24) use an X.509 certificate that is either based on a commonly trusted certificate authority (CA) root or on a self-signed X.509 certificate.
2. Over the encrypted TLS channel, the [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838), [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe), or [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585) handshake between the client and server completes authentication and establishes an encryption key that is used by the SPNEGO confidentiality services, as specified in [[RFC4178]](https://go.microsoft.com/fwlink/?LinkId=90461). All SPNEGO tokens or Kerberos/NTLM messages as well as the underlying encryption algorithms are opaque to the calling application (the CredSSP client and CredSSP server). The wire protocol for SPNEGO, Kerberos, and NTLM is specified in [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a), [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9), and [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4), respectively.

The SPNEGO tokens or Kerberos/NTLM messages exchanged between the client and the server are encapsulated in the **negoTokens** field of the [TSRequest](#Section_6aac4dea08ef47a6874722ea7f6d8685) structure (section 2.2.1). Both the client and the server use this structure as many times as necessary to complete the authentication exchange. The Kerberos or NTLM authentication package is negotiated by SPNEGO. Therefore, the encryption key that is established under SPNEGO is either a Kerberos subsession key or an NTLM session key that is shared by both sides upon completion of the SPNEGO exchange.

**Note**  During this phase of the protocol, the OPTIONAL **authInfo** field is omitted from the TSRequest structure by the client and server; the OPTIONAL **pubKeyAuth** field is omitted by the client unless the client is sending the last SPNEGO token or Kerberos/NTLM message. If the client is sending the last SPNEGO token or Kerberos/NTLM message, the TSRequest structure MUST have both the **negoTokens** and the **pubKeyAuth** fields filled in.

**Note**  If the SPNEGO handshake fails on the server side and the client sent a version of 3 or greater, the server SHOULD send a TSRequest structure back to the client for which the **errorCode** field is populated with an unsuccessful NTSTATUS code ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3). The NTSTATUS code indicates the reason for the failure to the client. If the client receives a TSRequest message with the **errorCode** present, it MUST immediately fail with the provided status code and cease all further processing.

1. This step is version-dependent as follows:

**Version 5 or 6**

The client SHOULD[<25>](#Appendix_A_25" \o "Product behavior note 25) generate a cryptographically random 32-byte value and set the nonce field of the TSRequest structure to this value. It then computes a SHA256 hash of the ASN.1 encoded SubjectPublicKey concatenated with the bytes of the well-known string “CredSSP Client-To-Server Binding Hash” and the generated nonce. The hash is then encrypted using the confidentiality support of the authentication protocol.

The process is defined as:

1. Set ClientServerHashMagic to "CredSSP Client-To-Server Binding Hash"
2. **Set ClientServerHash to SHA256(ClientServerHashMagic, Nonce, SubjectPublicKey)**
3. Set TSRequest.pubKeyAuth to Encrypt(ClientServerHash)

**Note** The hash MUST include the null terminator (\0) of the string.

**Version 2, 3, 4**:

The client encrypts the public key it received from the server (contained in the X.509 certificate) in the TLS handshake from step 1, by using the confidentiality support of the authentication protocol. The public key that is encrypted is the ASN.1-encoded SubjectPublicKey sub-field of SubjectPublicKeyInfo from the X.509 certificate, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.1.

**All Versions:**

The encrypted key is encapsulated in the **pubKeyAuth** field of the TSRequest structure and is sent over the TLS channel to the server.

**Note**  During this phase of the protocol, the OPTIONAL **authInfo** field is omitted from the TSRequest structure; the client MUST send its last SPNEGO token or Kerberos/NTLM message to the server in the **negoTokens** field (see step 2) along with the encrypted public key in the **pubKeyAuth** field.

1. This step is version-dependent as follows:

**Version 5 and 6**

After the server receives the **TSRequest** structure from step 3, it verifies the hash by computing the hash using the **Nonce** field from the request and the ASN.1-encoded public key used as part of the TLS handshake in step 1. If the hash matches, the server generates its own SHA256 hash of the **SubjectPublicKey** concatenated with the bytes of the well-known string "CredSSP Server-To-Client Binding Hash" and the provided nonce, and encrypts the binary result using the authentication protocol's encryption services.

The process is defined as:

1. Set ServerClientHashMagic to "CredSSP Server-To-Client Binding Hash"
2. Set ServerClientHash to SHA256(ServerClientHashMagic, Nonce, SubjectPublicKey)
3. Set TSRequest.pubKeyAuth to Encrypt(ServerClientHash)

**Note** The hash MUST include the null terminator (\0) of the string.

**Version 2, 3, and 4**

After the server receives the public key in step 3, it first verifies that it has the same public key that it used as part of the TLS handshake in step 1. The server then adds 1 to the first byte representing the public key (the ASN.1 structure corresponding to the **SubjectPublicKey** field, as described in step 3) and encrypts the binary result by using the authentication protocol's encryption services. Due to the addition of 1 to the binary data, and encryption of the data as a binary structure, the resulting value might not be valid ASN.1-encoded values. The addition of 1 to the first byte of the public key is performed so that the client-generated **pubKeyAuth** message cannot be replayed back to the client by an attacker.

**All versions:**

The encrypted binary data is encapsulated in the **pubKeyAuth** field of the TSRequest structure and is sent over the encrypted TLS channel to the client.

**Note** The server SHOULD set the errorCode to **STATUS\_NOT\_SUPPORTED** if the server does not support the requested version.

**Note**  During this phase of the protocol, the OPTIONAL **authInfo** and **negoTokens** fields are omitted from the TSRequest structure.

1. The client validates the server authenticity by generating and comparing the server hash if using version 5, or higher. Otherwise, it performs a binary comparison of the data from step 4 to that of the data representing the public key from the server's X.509 certificate (as specified in [RFC3280], section 4.1). Once it successfully validates the server authenticity, it encrypts the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) (either password or smart card PIN) by using the authentication protocol's encryption services. The resulting value is encapsulated in the **authInfo** field of the TSRequest structure and sent over the encrypted TLS channel to the server.

The [TSCredentials](#Section_94a1ab00550042fd8d3d7a84e6c2cf03) structure within the **authInfo** field of the TSRequest structure MUST NOT contain more than one of the following structures: [TSPasswordCreds](#Section_17773cc421e94a75a0dd72706b174fe5), [TSSmartCardCreds](#Section_4251d165cf014513a5d839ee4a98b7a4), or [TSRemoteGuardCreds](#Section_7ef8229c44ea4c1b867f00369b882b38) structures.

**Note**  During this phase of the protocol, the OPTIONAL **pubKeyAuth** and **negoTokens** fields are omitted from the TSRequest structure.

**Note**  If the credentials were of type TSRemoteGuardCreds, the TLS channel continues to be used for redirected authentication requests, as specified in [[MS-RDPEAR]](%5bMS-RDPEAR%5d.pdf#Section_a32e17ec58694fadbdaed35f342fcb6f).

### Timer Events

There are no timer events for the CredSSP Protocol.

### Other Local Events

There are no other local events that impact the operation of this protocol.

# Protocol Examples

![CredSSP negotiation sequence using SPNEGO](data:image/png;base64,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)

Figure 1: CredSSP negotiation sequence using SPNEGO

Steps 1 through 4: The [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) and [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526) complete the [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) handshake. When the handshake is complete, all subsequent CredSSP Protocol messages are encrypted by the TLS channel, as specified in [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324). As part of the TLS handshake, the CredSSP server does not request the client's X.509 certificate (thus far, the client is anonymous). Furthermore, the CredSSP Protocol does not require the client to have a commonly [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**certification authority**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) root with the CredSSP server.

Steps 5 and 6: Over the encrypted TLS channel, the [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) handshake between the client and server completes [**mutual authentication**](#gt_a1ceb3d8-d582-4370-8e4e-baac5b20bfe3) and establishes an encryption key.

Steps 7 and 8: The public key from the server's X.509 certificate in the TLS handshake is verified that it belongs to the server (and not to a man-in-the-middle attacker).

Step 9: The client sends its [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) to the target server that is protected under SPNEGO and TLS encryption. A sample of an unencrypted (ASN.1DER encoded) **TSRequest.authInfo** structure follows. This is encrypted on the wire.

1. 30 82 01 0f a0 03 02 01-02 a1 82 01 06 04 82 01 0...............
2. 02 30 81 ff a0 1a 04 18-62 00 62 00 62 00 62 00 .0......b.b.b.b.
3. 62 00 62 00 62 00 62 00-62 00 62 00 62 00 62 00 b.b.b.b.b.b.b.b.
4. a1 81 e0 30 81 dd a0 03-02 01 01 a2 2e 04 2c 4f ...0..........,O
5. 00 4d 00 4e 00 49 00 4b-00 45 00 59 00 20 00 43 .M.N.I.K.E.Y. .C
6. 00 61 00 72 00 64 00 4d-00 61 00 6e 00 20 00 33 .a.r.d.M.a.n. .3
7. 00 78 00 32 00 31 00 20-00 30 00 a3 50 04 4e 6c .x.2.1. .0..P.Nl
8. 00 65 00 2d 00 4d 00 53-00 53 00 6d 00 61 00 72 .e.-.M.S.S.m.a.r
9. 00 74 00 63 00 61 00 72-00 64 00 55 00 73 00 65 .t.c.a.r.d.U.s.e
10. 00 72 00 2d 00 38 00 62-00 64 00 61 00 30 00 31 .r.-.8.b.d.a.0.1
11. 00 39 00 66 00 2d 00 31-00 32 00 36 00 36 00 2d .9.f.-.1.2.6.6.-
12. 00 2d 00 35 00 33 00 32-00 36 00 38 00 a4 54 04 .-.5.3.2.6.8..T.
13. 52 4d 00 69 00 63 00 72-00 6f 00 73 00 6f 00 66 RM.i.c.r.o.s.o.f
14. 00 74 00 20 00 42 00 61-00 73 00 65 00 20 00 53 .t. .B.a.s.e. .S
15. 00 6d 00 61 00 72 00 74-00 20 00 43 00 61 00 72 .m.a.r.t. .C.a.r
16. 00 64 00 20 00 43 00 72-00 79 00 70 00 74 00 6f .d. .C.r.y.p.t.o
17. 00 20 00 50 00 72 00 6f-00 76 00 69 00 64 00 65 . .P.r.o.v.i.d.e
18. 00 72 00

The transformed **TSRequest.authinfo** structure is as follows:

1. Total Size: 275
2. - - - - - - - - - - - TSCredentials - - - - - - - - - - - - - - -
3. tscredentials\_len: 0X10F=271
4. credType: 0X2=2
5. creds\_len: 0X106=262
6. - - - - - - - - - - - TSSmartCardCreds - - - - - - - - - - - - - - -
7. pin: [bbbbbbbbbbbb]
8. csp\_len: 0XE0=224
9. - - - - - - - - - - - TSCspDataDetail - - - - - - - - - - - - - - -
10. keySpec: 0X1=1
11. cardName not present
12. readerName: [OMNIKEY CardMan 3x21 0]
13. containerName: [le-MSSmartcardUser-8bda019f-1266--53268]
14. cspName: [Microsoft Base Smart Card Crypto Provider]
15. - - - - - - - - - - - TSSmartCardCreds ctd - - - - - - - - - - - - - - -
16. userHint not present
17. domainHint not present
18. Bytes Remaining: 275-275=0

# Security

## Security Considerations for Implementors

The purpose of the CredSSP Protocol is to delegate a user's clear text password or pin from the [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) to a [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526), and it is important to make certain that the server receiving the [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) does not fall under an attacker's control. Although [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) can be facilitated via [**public key infrastructure (PKI)**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348), the [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) protocol, or [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585), this does not mean that the target server is trusted with the user's credentials, and additional policy settings should be considered.

Additional policy settings can include defining the servers that are trusted with the user's credentials, the security strength of the authentication mechanisms allowed to be negotiated under [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a), and the allowed methods by which the CredSSP client can obtain the user's credentials.

A major revision has been applied to the protocol in version 5 for improved security. Implementors are advised to support version 5 or higher only.

## Index of Security Parameters

There are no security parameters in the CredSSP Protocol.

# Appendix A: Product Behavior

The information in this specification is applicable to the following Microsoft products or supplemental software. References to product versions include updates to those products.

The terms "earlier" and "later", when used with a product version, refer to either all preceding versions or all subsequent versions, respectively. The term "through" refers to the inclusive range of versions. Applicable Microsoft products are listed chronologically in this section.

* Windows XP operating system Service Pack 3 (SP3)
* Windows Vista operating system
* Windows Server 2008 operating system
* Windows 7 operating system
* Windows Server 2008 R2 operating system
* Windows 8 operating system
* Windows Server 2012 operating system
* Windows 8.1 operating system
* Windows Server 2012 R2 operating system
* Windows 10 operating system
* Windows Server 2016 operating system
* Windows Server operating system
* Windows Server 2019 operating system
* Windows Server 2022 operating system
* Windows 11 operating system
* Windows Server 2025 operating system

Exceptions, if any, are noted in this section. If an update version, service pack or Knowledge Base (KB) number appears with a product name, the behavior changed in that update. The new behavior also applies to subsequent updates unless otherwise specified. If a product edition appears with the product version, behavior is different in that product edition.

Unless otherwise specified, any statement of optional behavior in this specification that is prescribed using the terms "SHOULD" or "SHOULD NOT" implies product behavior in accordance with the SHOULD or SHOULD NOT prescription. Unless otherwise specified, the term "MAY" implies that the product does not follow the prescription.

[<1> Section 1.4](#Appendix_A_Target_1): By default, [**SPNEGO**](#gt_bc2f6b5e-e5c0-408b-8f55-0350c24b9838) has the [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) Protocol and [**NTLM**](#gt_fff710f9-e3d1-4991-99a2-009768d57585) ([[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4)) available. With the exception of Windows XP SP3, the interface for authentication protocols is open and extensible.

[<2> Section 1.5](#Appendix_A_Target_2): In Windows, the [**CredSSP client**](#gt_bf9a2b99-ed40-40c9-a254-f5e1d67cb193) first checks whether the user's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) were passed in by the calling application. If so, these credentials are used by the client. If no credentials were passed in by the calling application, the CredSSP Protocol uses credentials that are stored locally in the credentials manager that is associated with the target server. If no credentials are available for the target server, the CredSSP client uses the user's default credentials, which are entered when the user first logs on to the operating system.

[<3> Section 1.5](#Appendix_A_Target_3): In Windows, the SPNEGO client negotiates Kerberos or NTLM. The Kerberos Protocol is always preferred over NTLM. NTLM is negotiated only if one or both parties do not support the Kerberos Protocol, as specified in [MS-NLMP] section 1.5 and in [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9).

[<4> Section 2.1](#Appendix_A_Target_4): The Windows component that implements the CredSSP Protocol is transport-independent—it simply returns opaque CredSSP data back to the calling application. It is up to the calling application to send this CredSSP Protocol data over a reliable transport to its CredSSP Protocol peer.

[<5> Section 2.2](#Appendix_A_Target_5): The [**CredSSP server**](#gt_17b70b20-fd39-4cdd-9200-366d4d7bb526) is not supported on Windows XP SP3.

[<6> Section 2.2](#Appendix_A_Target_6): Where data is a text string, Windows uses a [**Unicode string**](#gt_b069acb4-e364-453e-ac83-42d469bb339e) defined by a **UNICODE\_STRING** structure to encode to ASN.1 [**OCTET STRING**](#gt_134d166d-1913-4fa3-aa26-84686fd612da) format. For more information see [[MSDOCS-UNICODE\_STRING]](https://go.microsoft.com/fwlink/?linkid=2132846). For a description of Octet String see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) and [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593).

[<7> Section 2.2.1](#Appendix_A_Target_7): Windows CredSSP clients never send Kerberos.

[<8> Section 2.2.1](#Appendix_A_Target_8): The CredSSP standard requires that a TLS encrypted message fragment contain an entire ASN.1 message. CredSSP expects the entire first tag and length to fall in the initial block of decrypted data and for the client to encrypt **TSRequest** messages as single blocks subject only to fragmentation at TLS’s maximum message length. The CredSSP server expects a TLS encryption of an entire **TSRequest** message without fragmentation. Otherwise, the server returns an error.

[<9> Section 2.2.1](#Appendix_A_Target_9): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<10> Section 2.2.1](#Appendix_A_Target_10): In Windows XP SP3, Windows Vista, Windows Server 2008, Windows 7, Windows Server 2008 R2, Windows 8, and Windows Server 2012, only version 2 of the CredSSP Protocol is supported.

[<11> Section 2.2.1](#Appendix_A_Target_11): Windows Group Policy determines which minimum protocol version is accepted by the client.

[<12> Section 2.2.1](#Appendix_A_Target_12): Windows XP SP3, Windows Vista, Windows Server 2008, Windows 7, Windows Server 2008 R2, Windows 8, and Windows Server 2012 do not implement the **errorCode** field.

[<13> Section 2.2.1.1](#Appendix_A_Target_13): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<14> Section 2.2.1.2](#Appendix_A_Target_14): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<15> Section 2.2.1.2.1](#Appendix_A_Target_15): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<16> Section 2.2.1.2.2](#Appendix_A_Target_16): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<17> Section 2.2.1.2.2.1](#Appendix_A_Target_17): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<18> Section 2.2.1.2.3](#Appendix_A_Target_18): The **TSRemoteGuardCreds** structure is only supported on Windows 10 v1607 operating system client version and on Windows Server 2016 server version and later.

[<19> Section 2.2.1.2.3](#Appendix_A_Target_19): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<20> Section 2.2.1.2.3.1](#Appendix_A_Target_20): Where data is a text string, Windows uses a Unicode string defined by a **UNICODE\_STRING** structure to encode to ASN.1 OCTET STRING format. For more information see [MSDOCS-UNICODE\_STRING]. For a description of Octet String see [MS-DTYP] and [X690].

[<21> Section 2.2.1.2.3.1](#Appendix_A_Target_21): Windows CredSSP servers use authentication packages provided by Microsoft.

[<22> Section 2.2.1.2.3.1](#Appendix_A_Target_22): In Windows, the logon credentials that are in the **logonCred** field of **TSRemoteGuardCreds** structure are required to be in a **KERB\_TICKET\_LOGON** structure ([[KERB-TICKET-LOGON]](https://go.microsoft.com/fwlink/?LinkId=808713)). The **TicketGrantingTicket** member within the **KERB\_TICKET\_LOGON** structure is an ASN.1-encoded **KRB\_CRED** message ([[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458), section 5.8.1). The **EncryptionKey** in **KrbCredInfo** ([RFC4120], section 5.8.1)is required to be in a **KERB\_RPC\_ENCRYPTION\_KEY** structure ([[MS-RDPEAR]](%5bMS-RDPEAR%5d.pdf#Section_a32e17ec58694fadbdaed35f342fcb6f) section 2.2.1.2.8). The **ServiceTicket** member within the **KERB\_TICKET\_LOGON** structure is a ticket to the computer account. Windows CredSSP clients do not use Kerberos User to User tickets ([RFC4120], section 2.9.2) as the **ServiceTicket,** but can if necessary; the server does not enforce this. The session key of the **ServiceTicket** is used to encrypt the **EncryptedData** in the **KRB\_CRED** message.

Supplemental credentials that are in the **supplementalCreds** field of **TSRemoteGuardCreds** structure are required in the following structure:

1. typedef struct \_NTLM\_REMOTE\_SUPPLEMENTAL\_CREDENTIAL {
2. ULONG Version;
3. ULONG Flags;
4. MSV1\_0\_CREDENTIAL\_KEY CredentialKey;
5. MSV1\_0\_CREDENTIAL\_KEY\_TYPE CredentialKeyType;
6. ULONG reservedsize;
7. [size\_is(reservedSize)] UCHAR\* reserved;
8. } NTLM\_REMOTE\_SUPPLEMENTAL\_CREDENTIAL;

**Version**: A 32-bit unsigned integer that defines the credential version. This field is 0xFFFF0002.

**Flags**: A 32-bit unsigned integer containing flags that define the credential options. At least one of the following values is required.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | 0 | N | L |

Where the bits are defined as follows.

| Value | Description |
| --- | --- |
| L | Indicates that the **LM OWF** member is present and valid. |
| N | Indicates that the **NT OWF** member is present and valid. |
| C | Indicates that the reserved credential key is present and valid ([MS-RDPEAR] section 2.2.1.3.5). |

All other bits are set to zero and ignored on receipt.

**CredentialKey**: An **MSV1\_0\_CREDENTIAL\_KEY** structure, see **reserved5** field in [MS-RDPEAR] section 2.2.1.3.6. The credential key is a 20-byte length unsigned char (UCHAR [MS-DTYP] section 2.2.45) array and is calculated from the user’s password as follows:

* The [**NTOWF**](#gt_7a2805fa-1dcd-4b4e-a8e4-2a2bcc8651e9) of the user is calculated from the password as described in [MS-NLMP] section 3.3.1.
* The previous NTOWF result is then used to obtain a 32-byte length intermediate key using the PBKDF2 function ([[RFC2898]](https://go.microsoft.com/fwlink/?LinkId=119708) section 5.2) with the NTOWF as the password, the SID of the user in UNICODE\_STRING format as the salt, SHA256 as the hash algorithm, and an iteration count of 10,000.
* The final 16-byte key is calculated by running one iteration of PBKDF2 with the intermediate key as the password, the SID of the user in UNICODE\_STRING format as the salt, and SHA256 as the hash algorithm. The last four bytes MUST be zeroed.

**CredentialKeyType**: A 32-bit unsigned integer. This MUST be 2. The DomainUserCredKey value from the **MSV1\_0\_CREDENTIAL\_KEY\_TYPE** enum, see **reserved4** field in [MS-RDPEAR] section 2.2.1.3.6 **MSV1\_0\_REMOTE\_ENCRYPTED\_SECRETS**.

**reservedsize:** A ULONG that contains the size of the reserved field. See [MS-RDPEAR] section 2.2.1.3.6.

**reserved:** A pointer to a UCHAR, an array of characters that contains the credential. See **reserved6** field in [MS-RDPEAR] section 2.2.1.3.6 **MSV1\_0\_REMOTE\_ENCRYPTED\_SECRETS** structure.

[<23> Section 3.1.1](#Appendix_A_Target_23): In Windows, the policy settings for the CredSSP client are expressed in terms of [**service principal names (SPNs)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4), which define the servers to which the client is allowed to send the user's credentials.

[<24> Section 3.1.5](#Appendix_A_Target_24): With the exception of Windows XP SP3, the CredSSP server can be configured by using any X.509 certificate that is [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) by the client based on a commonly trusted [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) root or by using a self-signed certificate.

[<25> Section 3.1.5](#Appendix_A_Target_25): Version 5 of the protocol is available in Windows Server v1803 operating system and later, and by downloading a version-specific update from [[MSKB-4088776]](https://go.microsoft.com/fwlink/?linkid=869250). Group Policy determines which minimum protocol version is accepted by the client.

# Change Tracking

This section identifies changes that were made to this document since the last release. Changes are classified as Major, Minor, or None.

The revision class **Major** means that the technical content in the document was significantly revised. Major changes affect protocol interoperability or implementation. Examples of major changes are:

* A document revision that incorporates changes to interoperability requirements.
* A document revision that captures changes to protocol functionality.

The revision class **Minor** means that the meaning of the technical content was clarified. Minor changes do not affect protocol interoperability or implementation. Examples of minor changes are updates to clarify ambiguity at the sentence, paragraph, or table level.

The revision class **None** means that no new technical changes were introduced. Minor editorial and formatting changes may have been made, but the relevant technical content is identical to the last released version.

The changes made to this document are listed in the following table. For more information, please contact [dochelp@microsoft.com](mailto:dochelp@microsoft.com).

| Section | Description | Revision class |
| --- | --- | --- |
| [2.2.1.2.3.1](#Section_173eee441a2c463fb909c15db01e68d7) TSRemoteGuardPackageCred | 11168 : Adjusted supplemental credential code arrangement and added C bit flag for the credential key being present. | Major |
| 2.2.1.2.3.1 TSRemoteGuardPackageCred | 11200 : Changed credBuffer: Windows CredSSP usage of Kerberos User to User tickets. | Major |
| 2.2.1.2.3.1 TSRemoteGuardPackageCred | 11676 : In the credBuffer behavior note the NTLM\_REMOTE\_SUPPLEMENTAL\_CREDENTIAL structure, defined last 4 fields: CredentialKey with processing, CredentialKeyType, reservedsize, and reserved. | Major |
| [6](#Section_0b458a93de5944af82f1ebedb585f5c6) Appendix A: Product Behavior | Added Windows Server 2025 to the list of applicable products. | Major |
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